
© 2022 OpenText. All rights reserved. OpenText, Carbonite, and Webroot are each trademarks of OpenText 
or its subsidiaries. All other trademarks are the properties of their respective owners. CS _ 080122

About Carbonite and Webroot
Carbonite and Webroot, OpenText companies, harness the cloud and artificial intelligence to provide 
comprehensive cyber resilience solutions for businesses, individuals, and managed service providers. 
Cyber resilience means being able to stay up and running, even in the face of cyberattacks and data 
loss. That’s why we’ve combined forces to provide endpoint protection, network protection, security 
awareness training, and data backup and disaster recovery solutions, as well as threat intelligence 
services used by market leading technology providers worldwide. Leveraging the power of machine 
learning to protect millions of businesses and individuals, we secure the connected world. Carbonite and 
Webroot operate globally across North America, Europe, Australia, and Asia. Discover cyber resilience at 
carbonite.com and webroot.com.

Overview
Founded over 100 years ago, Spitzer Autoworld is a family-owned and operated automotive 
business. Since its founding, the company has successfully grown to 20 dealerships in Ohio, 
Florida and Pennsylvania. 

Challenge
Larry Horvat joined Spitzer Automotive as CIO in 2019 to help the company bring technological 
innovation to the forefront. At the beginning of his tenure, Larry uncovered an opportunity 
to improve security and increase employee productivity. He noticed Spitzer employees were 
constantly reviewing emails to determine legitimate ones from spam. For Larry, this security 
pain point was a cause for concern. It would take just one successful phishing attack to have 
dire consequences for Spitzer in terms of downtime, financial loss and reputational damage. 
Spitzer needed to implement a solution to protect against email attacks. 

“I was in the market for an email threat protection solution,” recalls Larry Horvat, CIO, Spitzer 
Autoworld. “We use Microsoft Office 365, so my number one imperative was a cloud-based 
email threat protection solution.”

Solution
Spitzer Autoworld chose Email Threat Protection for its ability to reduce the number of email 
threats and quarantine malicious emails to prevent attacks. 

“I was impressed when I evaluated Email Threat Protection. A bonus for me was that I could 
bundle my Office 365 with Email Threat Protection and achieve a cost savings for Spitzer. Once 
the platform was up and running, it ultimately just did its thing, which gave me peace of mind.”

Results
When combined with Office 365, Email Threat Protection delivers reliability, accuracy and 
security — cost-effectively. 
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