
Over time, nearly every company will find itself a party to legal proceedings. Once 
legal action is reasonably anticipated, companies have a duty to place a legal hold 
on all forms of relevant information including archived, current and future electronic 
documents to avoid evidence corruption. Carbonite Endpoint helps businesses comply 
with their document preservation obligations.

Once devices are placed on legal hold, all data backed up by these devices in the past, 
present and future remains in the Carbonite vault until the device is removed from legal 
hold. End users are not notified that their device is on legal hold and they are not able 
to delete any of their data from the Carbonite Endpoint vault. This gives organizations 
an easy and unobtrusive way to comply with legal hold requirements.

Key features:

• Data cannot be deleted 
while the device is on  
legal hold, but devices 
continue backing up to 
the Carbonite vault.

• An unlimited number of 
versions can be retained 
in the vault.

• Placing a device on legal 
hold takes seconds and 
is centrally managed 
via the administrator 
console.

• Administrators can 
perform batch restores 
to a target, such as a file 
server, local hard drive 
or network-attached 
storage. This saves time 
as data from multiple 
devices can be moved 
at once.

Carbonite® Endpoint legal hold

Preparing for potential litigation with  
Carbonite Endpoint
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About Carbonite and Webroot

Carbonite and Webroot, OpenText companies, harness the cloud and artificial intelligence to provide comprehensive cyber resilience solutions for businesses, individuals, and managed 
service providers. Cyber resilience means being able to stay up and running, even in the face of cyberattacks and data loss. That’s why we’ve combined forces to provide endpoint protection, 
network protection, security awareness training, and data backup and disaster recovery solutions, as well as threat intelligence services used by market leading technology providers 
worldwide. Leveraging the power of machine learning to protect millions of businesses and individuals, we secure the connected world. Carbonite and Webroot operate globally across North 
America, Europe, Australia, and Asia. Discover cyber resilience at carbonite.com and webroot.com.
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Contact us to learn more – Carbonite US 

Phone:  877-542-8637

Email:  carb-data_protection_sales@opentext.com

http:/carbonite.com
webroot.com

