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CURRENT CHALLENGE

The COVID-19 pandemic has resulted 
in orders for major segments of the 
workforce to operate at home.

The companies that operate our 
na�ons’ u�li�es are now faced with 
the logis�cs of enabling a segment of 
their employees to access the 
corporate network from home offices.

IMMEDIATE NEEDS

Your home-based workforce, if not 
u�lizing devices and networks that 
mirror corporate standards, pose a 
great security risk.

The rapid delivery of a cost-effec�ve 
way to access the corporate network 
from a home office, that mi�gates data 
security issues is needed immediately.

INTRODUCTION
The current health crisis is disrup�ng the opera�ons of U�lity companies na�onwide. 
Below we've outlined a problem that many of our exis�ng electric u�lity clients are facing 
right now, and the budget-conscious solu�ons that we've been able to develop to keep 
their organiza�ons running securely.

Utilities Managing a Temporary Home Workforce 
Deploying Communications Assets to the Home then to the Field

RECOMMENDED SOLUTION

U�li�es are already equipped to deploy and support specialized routers and gateways designed 
for highly-secure communica�ons. Hundreds of thousands are already deployed and 
field-tested today. Those devices men�oned above are the same cellular routers and gateways 
that are relied upon for SCADA/DA/flow meters/etc. Knowing this, we've developed two simple 
ac�ons to provide for the connec�vity and network security needs for our u�lity clients.
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ACTIONS FOR TODAY

USAT will help u�li�es deploy the same 
highly-secure communica�ons devices 
they use everyday for temporary 
applica�ons in the home office 
environment.

ACTIONS FOR TOMORROW

USAT will help u�li�es redeploy those 
same communica�ons devices back 
into their field opera�ons, distribu�on 
automa�on pla�orms, and SCADA 
communica�ons systems.

PHASE 1 | DEPLOYMENT FOR HOME APPLICATIONS

USAT will provision the devices for home use and provide simple instruc�ons and support 
to your home-based workforce to install the secure communica�ons devices in their home 
work se�ngs. Your temporarily home-based workforce will gain access to reliable 
connec�vity coupled with secure networking communica�ons.
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Contact us today to plan your home and field communica�ons deployments

PHASE 2 | REDEPLOYMENT FOR FIELD APPLICATIONS

Once quaran�ne li�s, and opera�ons return to normal, USAT will re-provision those 
communica�on devices for use in field applica�ons. With the various and expanding 
communica�on needs of our power grids, U�li�es will easily be able to make use of the 
communica�ons devices throughout their distribu�on systems.

CONTACT USAT
USAT is a value-added reseller of Sierra Wireless and Cradlepoint IoT-enabled communications 
devices and networking software. USAT specializes in improving the efficiency of our clientele’s 
mission-critical operations by implementing wireless communication solutions for data acquisition. 
USAT provides, configures, and deploys durable, secure, and field-tested intelligent network devices 
to fit the exacting requirements and budgets of our clients' wireless connectivity initiatives.

KEY HIGHLIGHTS

●

●

●

●

●

●

USAT specializes in providing industrial class routers and 
gateways for u�lity companies, large and small.
These devices can be temporarily deployed for remote 
office use - adding reliability, durability, and flexibility to 
tradi�onally unreliable inflexible home networks.
U�lizing our devices allows for central management, 
configura�on, and monitoring - ensuring security levels 
that meet your corporate IT requirements.
USAT has a wide range of devices from top manufacturers 
that we can tailor to fit your exac�ng needs.
Most importantly, these industrial devices can be 
re-purposed to their standard uses within your 
organiza�on a�er the crisis has stabilized.
This solu�on allows for increased security during a �me 
when it is direly needed, and reduced spending over 
alterna�ve op�ons.
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